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MilDef Group AM'LDEF

Prompt payment action plan

Company: MilDef Ltd
Date:2025-02-13
Approver by: Greg Clark, Managing Director MilDef Ltd

The purpose of this plan is to ensure that all supplier invoices are received, processed, approved, and paid
accurately and on time. The plan promotes strong supplier relationships, supports healthy cash flow planning,
and ensures compliance with agreed payment terms. Understood as a minimum:

e  Pay 95% of supply-chain invoices within 60 days, and

e Payall invoices within agreed terms.

Identified causes for late payment

o Late Receipt of Invoice

o Incorrect or Missing Payment Terms
o Incorrect or Incomplete Invoice

. PO / Goods Receipt Issues

. Invoice Disputes

. System / Technical Issues

. Bank / Payment Processing Problems

Ensuring on-time payments

This Finance Policy regulates what responsibilities to be incumbent within the MilDef Group’s management and
its employees to ensure that the administration handles relevant risks that the Group's operations are exposed
to and that accurate and timely financial reporting is performed.

The Finance policy also regulates responsibilities in financial matters between the Board, the CEO and the CFO.
The policy shall serve as a framework for the financial management of the Group. The financial activities aim to:

e Support the strategic objectives of the Group

e Identify, quantify and manage financial risks

e Take advantage of opportunities of financial coordination within the Group

e Ensure adequate liquidity reserve for upcoming financial needs

e  Minimizing costs of financial debt, currency exposure and financial management

Performance Metrics (KPIs)

Ongoing enhancement initiatives are being undertaken to improve automations within the accounting system,
thereby facilitating more efficient monitoring of the KPIs outlined below.
The following metrics will be monitored monthly:

e Percentage of supplier invoices paid on time

e Average invoice processing time

e  Number of invoices pending approval

Publication & Transparency

A summary of this plan will be published on our website and updated annually, demonstrating our
commitment to fair and prompt supplier payment.



Verification
File Transaction ID - 03e52bc

File Name Prompt payment action plan MilDef Ltd.pdf
Hash Value 03e52bcc9703c8510e98f3be30eec14b710b22¢9¢4482881d52332c09f5b9%e29
Finalised 02/13/2026 2:41 PM CET +01:00
Initiated By Marie Jonsson
Company MilDef Group AB, 556893-5414
Email mariejonsson@mildef.com
Dated 02/13/2026 2:23 PM CET +01:00
Signed by Gregory Clark with email verification at 02/13/2026 2:41 PM CET +01:00, (email: g
reg.clark@mildef.com)
Notice

This PDF document is sealed by Invono AB. The original document and evidence ledger for verifying all
signatures are attached as hidden appendices to the sealed document. To view attachments and
signatures we recommend using PDF Reader from Adobe.

In order to simplify the verification process, Invono has created a free online service whereby you can
upload the sealed document to check proof of-existence against a trusted blockchain and confirm that
Invono AB is the certified issuer.

To verify sealed documents go to https://invono.se/verify to upload the file.

Invono AB follows appropriate standards so that the sealed document can be verified by third parties.
Support and information on e-signing can be found at https://support.invono.se. Note that the
evidence appendices will disappear if the document is printed or the document is manipulated.






    
      Evidence Ledger


      Last updated: February 13, 2026 2:41 PM


			Original document name: Prompt payment action plan MilDef Ltd.pdf


			Original document hash: 03e52bcc9703c8510e98f3be30eee14b710b22e9e4482881d52332c09f5b9e29



      
        
          
            		Date & Time
            		Event
          


        
        
          
            		Signing process started - 2026-02-13T14:23:41.721 CET (End User IP: 94.234.66.115)
            		
								
								Initiated By: Marie Jonsson


						
          


          
            		Signing invitation sent - 2026-02-13T14:23:41.745 CET (End User IP: 94.234.66.115)
            		
								
								Invited By: Marie Jonsson


								
								Sent To: Gregory Clark


								
								Email: greg.clark@mildef.com


						
          


          
            		Document signed - 2026-02-13T14:41:12.422 CET (End User IP: 31.94.2.118)
            		
								
								Signing Mode: Email Verification


								
								Signed By: Gregory Clark


								
								Verifcation Email: greg.clark@mildef.com


								
								Verifcation Code: 2264


						
          


        
      


    

  
MilDef Group AM'LDEF

Prompt payment action plan

Company: MilDef Ltd
Date:2025-02-13
Approver by: Greg Clark, Managing Director MilDef Ltd

The purpose of this plan is to ensure that all supplier invoices are received, processed, approved, and paid
accurately and on time. The plan promotes strong supplier relationships, supports healthy cash flow planning,
and ensures compliance with agreed payment terms. Understood as a minimum:

e  Pay 95% of supply-chain invoices within 60 days, and

e Payall invoices within agreed terms.

Identified causes for late payment

o Late Receipt of Invoice

o Incorrect or Missing Payment Terms
o Incorrect or Incomplete Invoice

. PO / Goods Receipt Issues

. Invoice Disputes

. System / Technical Issues

. Bank / Payment Processing Problems

Ensuring on-time payments

This Finance Policy regulates what responsibilities to be incumbent within the MilDef Group’s management and
its employees to ensure that the administration handles relevant risks that the Group's operations are exposed
to and that accurate and timely financial reporting is performed.

The Finance policy also regulates responsibilities in financial matters between the Board, the CEO and the CFO.
The policy shall serve as a framework for the financial management of the Group. The financial activities aim to:

e Support the strategic objectives of the Group

e Identify, quantify and manage financial risks

e Take advantage of opportunities of financial coordination within the Group

e Ensure adequate liquidity reserve for upcoming financial needs

e  Minimizing costs of financial debt, currency exposure and financial management

Performance Metrics (KPIs)

Ongoing enhancement initiatives are being undertaken to improve automations within the accounting system,
thereby facilitating more efficient monitoring of the KPIs outlined below.
The following metrics will be monitored monthly:

e Percentage of supplier invoices paid on time

e Average invoice processing time

e  Number of invoices pending approval

Publication & Transparency

A summary of this plan will be published on our website and updated annually, demonstrating our
commitment to fair and prompt supplier payment.






Demobolaget AB

E-signering

Du har blivit ombedd att skriva under ett dokument i e-signeringstjansten INVONO One som tillhandahalls av Invono AB.

Oppna och lis igenom dokumentet innan du gar vidare och skriver under.

Genom att g4 vidare och skriva under dokumentet accepterar du ven Invono AB:s villkor fér anvandandet av e-signeringstjansten.

Dokumentinformation

Dokumentnamn
General Reference View Signing Page.pdf

# Oppna

'r, Skriv under med svenskt BankiD
Bankip

Pers.nr

under

BankiD inte tillgangligt? Klicka héir.




Demobolaget AB

E-signering

Du har blivit ombedd att skriva under ett dokument i e-signeringstjansten INVONO One som tillhandahalls av Invono AB.

Oppna och lis igenom dokumentet innan du gar vidare och skriver under.

Genom att g4 vidare och skriva under dokumentet accepterar du ven Invono AB:s villkor fér anvandandet av e-signeringstjansten.

Dokumentinformation

Dokumentnamn
General Reference View Signing Page.pdf

# Oppna

Signera med verifieringskod

En fyrsiffrig verifieringskod har skickats till in e-postadress: catrin.brolin@mailinator.com
Du skriver under dokumentet genom att fylla i verifieringskoden nedan och Klicka pé ‘Skriv under'

Jag skriver under foljande:
Jag har list och forstatt dokumentet "General Reference View Signing Page pdf* och accepterar och godkanner med min underskift dess

innehall.

Verifieringskod

BankiD tillgangligt? Klicka har.





		
			
				Service and Evidence Description 
			



			
				 
			



			
				This document describes how Invono's
					eSigning service works, and what is included in the evidence package
					created in connection with each signing process. 
			



			
				 
			



			
				1. The eSigning process 
			



			
				Invono's
					eSigning service
					streamlines and improves document signing through a digital process. Below, the signing process
						is described from both a practical and a technical perspective.
			



			
				 
			



			
				The practical process 
			



			
				 
			



			
				When a PDF document is to be signed with Invono's
					eSigning service, one of Invono's customers
					(the “Initiator”) initiates a signing process for the document in question in its company
					account in INVONO One. The Initiator specifies the name and email address of the person(s) to sign
					the document (the “Signatory/Signatories”). An email is sent to the Signatories informing
					them that they have been requested by a named Initiator to sign a certain named document and
					providing them with a link to the signing page.
			



			
				 
			



			
				On the signing page, the Signatories have access to and can open the document to be signed. They
					can choose to either sign the document – with BankID or by means of a
					verification code sent to each individual Signatory's email address as specified by the Initiator –
					or refrain from signing.
			



			
				 
			



			
				Invono logs all significant information and events during the signing process – such as the
					electronical signatures of the Signatories and the communication in the process – and saves them in
					the specific evidence ledger of each signing process (the “Evidence Ledger”). When the
					document has been signed by all Signatories, Invono seals a PDF document that contains inter alia
					the original document and the Evidence Ledger (the “Sealed Document”).
			



			
				 
			



			
				The Sealed Document is automatically saved as a separate version in the company account from which
					the signing process was initiated. Provided that the Initiator has chosen to include such
					distribution in the signing process, the Sealed Document will also automatically be made available
					to the Signatories via an email with a link to a safe page where the Sealed Document can be
					downloaded to be saved in a secure place.
			



			
				 
			



			
				It is important for each Signatory to understand that the Sealed Document will not be available via
					the link in the above-mentioned email if the Sealed Document is deleted from the company account in
					INVONO One, and under no circumstances for more than 90 days. 
			



			
				 
			



			
				It is also important to understand that the original document, the Evidence Ledger (including the
					signatures) and the rest of the evidence package are attached to the Sealed Document as hidden
					attachments. This means that the said evidence attachments will not be visible if the Sealed
					Document is printed. Attachments and signatures are available when the document is opened in a PDF Reader (for
						example Adobe Reader). 
			



			
				 
			



			
				For a Signatory who gets access to a Sealed Document via email, it is therefore a strong
					recommendation to immediately download and save the document digitally in a secure place.
			



			
				 
			



			
				In order to simplify the verification process, Invono has created an online service where any Sealed Document can be uploaded to check
					proof-of-existence and confirm that it has been sealed by Invono.
			



			
				To verify what appears to be a Sealed Document; go to https://Invono.se/verify to upload the file.
					
			



			
				 
			



			
				Invono provides support on issues related to the functionality of the
					eSigning service. The support is reached inter alia via
					Invono's website support.invono.se.
			



			
				 
			



			
				The technical process
					
			



			
				 
			



			
				INVONO One is developed with the latest technology and innovative solutions to be as user friendly
					as possible. The eSigning service is no exception. Our sharp development
					team has utilized well-tested algorithms from the 70s as well as a decentralized blockchain to
					create a signing process and an evidence package as well as a verification structure of absolute top
					quality.
			



			
				 
			



			
				The PDF document that is to be signed – or really the ones and zeros that this digital document
					consists of – is processed with an algorithm called SHA-256. The SHA-256 algorithm outputs a unique
					and irreversible set of 256 ones and zeros from the document, a so-called hash. This hash is then
					converted into hexadecimal code, which is the hash format used in the signing process.
			



			
				If an identical PDF document is processed with SHA-256, the exact same hash code will be generated.
					However, if the slightest change has occurred in the document (think an extra space or a changed
					margin), the outputted hash will be something entirely different. A hash can never be used to
					recreate a document. Thus, the information can only go one way – a so called trapdoor function – and
					the algorithm can be used to verify if two PDF documents are identical but not to recreate a
					document based on its hash. Both the original PDF document and its hash are included in the evidence
					package. 
			



			
				 
			



			
				When a document is to be signed with BankID, Invono sends two types of
					information to BankID. Firstly, the text that the Signatory can read on
					the signing page in BankID in order to identify what is to be signed,
					i.e. in this case the text; "I have read and understood the document "[the name of the individual document]" and accept and approve with my signature its contents.”. Secondly, the current PDF
					document's hash code (presented in hexadecimal format), which is not displayed to the Signatory but
					is included as such hidden information that is preserved by BankID and
					in the Evidence Ledger. 
			



			
				 
			



			
				Since it is not possible to recreate a document from the hash, sending the hash to
					BankID does not mean any integrity risk. Thus, the document itself and
					its contents never leaves INVONO One and the secure signing page until the Initiator (or another
					member of the company account from which the signing process was initiated) or any of the
					Signatories decides to download and move it from there.
			



			
				 
			



			
				If the Signatory does not have access to BankID, signing can instead be
					made with a verification code sent by e-mail to the address provided for the relevant Signatory by
					the Initiator.
			



			
				 
			



			
				When everyone who has been asked to sign the document has done so, the final Evidence Ledger is
					generated. The Evidence Ledger contains information that can be used to prove that the document has
					been signed by the Signatories (see below for detailed information about the contents of the
					Evidence Ledger).
			



			
				 
			



			
				Apart from the information in the Sealed Document (as defined below) as such, Invono also applies
					two separate and independent processes to ensure that the signatures and the contents of the
					original document can be verified.
			



			
				 
			



			
				Verification Process 1 - Decentralized Blockchain
			



			
				 
			



			
				When the final Evidence Ledger has been generated, the unique hash of the Evidence Ledger is
					extracted by the algorithm SHA-256.
			



			
				 
			



			
				The first process – to ensure that it can subsequently be verified that the signatures (which are
					part of the Evidence Ledger) and the original document existed at a certain point in time (and what
					the contents of the original document was at that time) –  is
					then the publication of the Evidence Ledger hash to the decentralized IOTA blockchain (the
					“Tangle”). 
			



			
				 
			



			
				When the said hash is included in the IOTA blockchain, a reference is created to the current hash
					as well as a UTC-timestamp that is completely independent of the time setting on any individual
					device or server. The information published in the blockchain can be accessed via an IOTA ID. This
					ID is displayed on the individual verification page that is added as a last page in each document
					signed in Invono's eSigning service.
			



			
				 
			



			
				In some rare cases, the publication to the blockchain may fail. In such cases, Invono applies a
					special process to secure and provide the best possible evidence material at every point in time.
					You can read more about this special exception process below.
			



			
				 
			



			
				The IOTA ID can be used – completely independently of Invono – to verify that the Evidence Ledger
					generated for a specific signing procedure, including the signatures and the hash of the original
					document, existed at a certain point in time.
			



			
				 
			



			
				There are many advantages with a decentralized blockchain in addition to the high level of
					security. It is not controlled by any individual organization, company, state or other body but is
					completely independent. It is free, which means that Invono can keep very competitive prices for
					eSigning despite our advanced technology and ambitious security
					level.
			



			
				 
			



			
				You can read more about IOTA here. 
			



			
				 
			



			
				Verification Process 2 – Sealing of the document and evidence package
			



			
				 
			



			
				The second process for enabling verification of the document and the signatures, is
					Invono's sealing of the document, including the complete evidence
					package. 
			



			
				 
			



			
				The sealing takes place when the hash of the Evidence Ledger has been published to the blockchain –
					and the IOTA ID has been generated – as described above. You can read more below about the special
					exception process that is applied if publication of the Evidence Ledger hash to the blockchain
					fails.
			



			
				 
			



			
				Before the sealing, the system packages; (i) the original document,
					(ii) the Evidence Ledger (including the signatures), (iii) this Service and Evidence Description,
					and (iv) the General Reference Views of the Signing Page (for email verification code and
					BankID respectively), into a final and complete evidence package. This
					evidence package is then added as hidden attachments to the original document, and together the
					document and the hidden attachments becomes the final PDF document that Invono seals (the "Final Document").
			



			
				 
			



			
				The actual sealing process means that Invono uses its private key to digitally sign the Final
					Document. Through the sealing, Invono puts its digital signature on the Final Document. This is
					manifested graphically by an added "stamp" and a verification text on an added last page
					of the document (as well as in the footer on the other pages of the document). The verification text
					contains useful information about the signing and verification processes and also the IOTA ID
					generated when the Evidence Ledger was published to the blockchain.
			



			
				 
			



			
				We call the Final Document, including Invono's digital signature, the
					"Sealed Document". Through its digital signature, Invono certifies that the Sealed
					Document has been sealed by Invono, which in turn means that Invono's
					eSigning process has been completed in the manner requested by the
					Initiator (i.e. that all who were asked to sign the document have actually done so).
			



			
				 
			



			
				It is the Sealed Document that is automatically saved in the company account from which the signing
					process was initiated, and that is distributed to the Signatories according to the Initiator's
					instructions.
			



			
				 
			



			
				Invono has created a special verification page (https://invono.se/verify) where it is possible to upload a PDF document (which appears to be a Sealed Document) to check if
					it has really been sealed by Invono. The verification is possible because all documents that have
					been sealed by Invono contain Invono's digital signature which will be
					recognized in the verification process.
			



			
				 
			



			
				Special exception process when publishing of the Evidence Ledger hash to the IOTA blockchain
						fails
			



			
				 
			



			
				In some rare cases, the publication of the Evidence Ledger hash to the blockchain may fail. This
					may be the case, for example, if there are many queued transactions waiting for blockchain
					authentication or if there are various network problems. Invono has created an alternative process
					that is automatically applied if the blockchain publication fails. 
			



			
				 
			



			
				In order to give immediate access to the signed document regardless of the blockchain publication,
					the first step in the alternative process is that the Final Document (as defined above) is sealed by
					Invono without prior publication of the Evidence Ledger hash to the blockchain. 
			



			
				 
			



			
				The effect of Invono's sealing – and the contents of the Sealed
					Document – are exactly the same as in the normal process except that the verification text on the
					added last page of the document does not include any IOTA ID (since the hash of the Evidence Ledger
					has not yet been published to the blockchain). The Sealed Document is also – just as normally –
					automatically saved in the company account from which the signing process was initiated and
					distributed to the Signatories according to the Initiator's instructions.
			



			
				 
			



			
				At the same time, Invono will continue to make attempts to publish the Evidence Ledger hash to the
					blockchain every hour until the publication succeeds. When the publication has succeeded, Invono
					seals the Final Document again whereby also the IOTA ID is included in the verification text on the
					added last page of the document. This second Sealed Document is then saved in the company account
					from which the signing process was initiated and distributed to the Signatories according to the
					Initiator's instructions. 
			



			
				 
			



			
				When the second Sealed Document is saved in the company account, it replaces the first
					Sealed Document. However, in order to maintain total transparency and traceability, the original
					sealing is included as an event in the Evidence Ledger of the second Sealed Document. Accordingly,
					the only two differences between the first and the second Sealed Document are (i) the inclusion of the IOTA ID on the verification page of the second Sealed Document, and (ii) the
					extra line in the Evidence Ledger of the second Sealed Document with information about the original
					sealing.
			



			
				 
			



			
				It shall be specifically mentioned that if the first version of the Sealed Document is deleted from
					the company account in INVONO One before the publication of the Evidence Ledger hash to the
					blockchain has succeeded, such publication will never take place and the parties will not be able to
					verify proof of existence through the IOTA blockchain. However, this does not in any way affect the
					value of the contents of the existing evidence package or the ability to verify (on https://invono.se/verify) that the first Sealed Document has been sealed by Invono and has not changed after the
					sealing.
			



			
				 
			



			
				2. Information available in Invono's Evidence Ledger
						
			



			
				 
			



			
				In connection with each eSigning process in INVONO One, a digital
					ledger is created where all relevant information generated during the signing process is collected
					and saved. The information in this ledger can be used to prove that a document has been signed; when
					it was signed and by whom; and that the Signatory has had access to information about what (which
					document) he/she was about to sign and had the opportunity to check the contents of the document
					before signing. 
			



			
				 
			



			
				The Evidence Ledger is added as a hidden attachment to each document that is signed using INVONO
					One and the information in the ledger can be reached via a PDF reader (from for example Adobe) and
					accordingly independent of Invono. 
			



			
				 
			



			
				 
			



			
				
							
						
							Event
						


					
							
						
							Information saved in the ledger
						


					
							
						
							Time indication
						


					
				


				
							
						
							Initiator starts the eSigning process
						


					
							
						
							- Name of the person initiating the process (i.e. a member of the Initiator's company
								account)
						


						
							- IP address 
						


						
							 
						


						
							 
						


					
							
						
							Time (Invono's server) when process initiated 
						


					
				


				
							
						
							System sends email invitation to sign 
						


						
							 
						


					
							
						
							- Name of the person that initiated the process
						


						
							- IP address
						


						
							- Name(s) of receiving Signatory/Signatories
						


						
							-  Receiving Signatory/Signatories email
								address(es)
						


						
							 
						


					
							
						
							Time (Invono's server) when email was sent 
						


						
							 
						


					
				


				
							
						
							Initiator triggers a reminder of signing to one or more Signatories
						


					
							
						
							- Name of the person that triggers the reminder
						


						
							- IP address
						


						
							- Name(s) of receiving Signatory/Signatories
						


						
							-  Receiving Signatory/Signatories email
								address(es)
						


						
							 
						


					
							
						
							Time (Invono's server) when email was sent
						


					
				


				
							
						
							Signatory opens document available on the signing page
						


					
							
						
							For each individual Signatory:
						


						
							- Name of Signatory
						


						
							- IP address
						


						
							 
						


					
							
						
							Time (Invono's server) when document is opened
						


					
				


				
							
						
							Signatory signs with BankID 
						


					
							
						
							For each individual Signatory: 
						


						
							- Signing method
						


						
							- Name of Signatory
						


						
							- ID (Swe. “Personnummer”) of Signatory
						


						
							- IP address
								when signing
						


						
							- BankID Text (text displayed to signatory in
								BankID) 
						


						
							- BankID Hidden Text (i.e. SHA2 digest of the original
								document)
						


						
							- BankID signature
						


						
							- BankID OCSP Response
						


						
							 
						


					
							
						
							Time (provided by BankID) when
								BankID signing was made
						


					
				


				
							
						
							Signatory signs with email verification code by entering the code and clicking “Skriv
								under” / “Sign”
						


					
							
						
							For each individual Signatory: 
						


						
							- Signing method
						


						
							- Name of Signatory
						


						
							- Email address
						


						
							- Email verification code
						


						
							- IP address when signing
						


						
							 
						


					
							
						
							Time (when the Signatory's click on “Skriv under” / “Sign” reaches
								Invono's server)
						


					
				


				
							
						
							Evidence Ledger published to the IOTA blockchain  
						


					
							
						
							The IOTA ID is included in the information on the verification page of the Sealed
								Document
						


						
							 
						


					
							
						
							N.A. 
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